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Chief Privacy Officer
U.S. Department of Defense

“Phoenix Cybersecurity 
had extensive experience 
implementing our solution 
in the real
world and it showed. 
Our initiative has been 
fantastically successful, 
due in major part to their 
skills.”

• U.S. Federal Government
– Department of Homeland Security
– Department of Defense
– Department of Justice
– Department of Veterans Affairs
– U.S. Navy
– U.S. Air Force

• Financial Services

• Healthcare

Our Clients
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5What do you want to Automate?
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8Understand Integrations and Data

Inconsistent Data Standardized Data
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10Priority-based, Modular App Framework
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11Single-Pane-of-Glass Curation

© 2018 Phoenix Data Security

15% Detection Across Indicators 
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Implement Single-Pane-of-
Glass Curation

5
Create a Modular, 
Templated App Framework

4

Standardize Data Collection 
and Process Outputs

2
Assign Process Workflows 
to Most-Qualified Owner

3
Establish Practical Operating 
Procedures (SOP)

1

Engineering Principles Review

Automate and Document 
the Deployment Lifecycle

6
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Deployment of Automation



14Q&A

1-888-416-9919 | info@phxcyber.com | www.phxcyber.com

Matt Rodriguez
Cybersecurity Solutions Architect
matt@phxcyber.com

Tom Goetz
Senior Cybersecurity Engineer 
tom@phxcyber.com

Thank You!
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